




Subjects

• The Internet

• Computers

• Social Networking

• Personal Information

• Chat

• Gaming

• What to do and what to avoid



Internet



Home Computer

•Discuss “what to do 
if.............” scenarios
•Set sensible time 

limits on use
•Make sure they have 

breaks
•Don’t use it as a 

babysitting service.
•Build their resilience



Filtering/ Monitoring

• Free download from your ISP

• Your school does the same

• Set up access controls via your router

• Do you check their history

• Look at what they look at





Social Networking



Is there a difference





Facebook & 
Instagram

Younger for Instagram or not?

Your child’s social media age

Ask them about their “friends”

Delete/ block the ones they don’t 
know

Must not be friends with teachers

Monitor your accounts/ lock down



Personal Information



Personal 
Information

Only their first name.

No other family details.

No telephone numbers or email 
addresses.

Where they live or what school they 
go to.

Photos - nothing that can identify or 
give their location away.

Mobile media – Location services off.



Chat 
Rooms



Chat Rooms

Grooming galore
No one is who 

they say they are

95% of unsolicited 
approaches will be 

an adult.

Never give out 
personal 

information

NO webcamming Avoid at all costs



Sexting/ Selfies



Sexting/ 
Selfies

Children and Young People sharing 
explicit photos

Illegal?

They don’t know the risks

Where does the photo go

What can the Child do

What can it lead to





Mobile Phones



Mobile Phones

• Own the account

• Speak to Airtime Provider about 
access controls

• Own the password to the 
account

• Location services set to passive

• Set the lock code

• Watch the WiFi

• Treat it as you would a PC



Taking Photos at School



Apps



Snapchat Maps



File sharing – P2P



Gaming



Online Gaming

• Available from most internet 
devices

• Children can chat via BT headset

• Cert 18 games contain extreme 
graphic violence and sex scenes

• Open chat with little controls

• Other inappropriate games 
available for download



What can go 
wrong

Online Grooming

Cyberbullying

Sexual and Criminal Exploitation

Sexting

Trolling



Cause for 
concern

Child starts acting strangely/ irritable

Big change in routine/ won’t engage

Shields computer

Spends too long on internet

Doesn’t want to go online

Always tired/ lack of sleep



Tech/ Media

•Encourage communication between you and your 
children.

•Show an interest.

•Ask how it works.

•Offer to play.

•Keep up.

•Does your children know more than you.



Good Advice





Thank you for listening


